| Police Scotland logo | Freedom of Information Response Our reference: FOI 24-1972  Responded to: 12 September 2024 |
| --- | --- |

Your recent request for information is replicated below, together with our response.

## I have sent the attached FoI to East Renfrewshire council, they have since responded that the CCTV unit referred to were installed by yourselves (Strathclyde Police) in the 1990’s and as such they were unable to provide the information I have requested.

## Therefore I am sending you the same request for information.

## Around the Dunterlie around of Barrhead there are numerous public CCTV locations:

## 1. Blackbyres Road at disused entrance to Shanks industrial estate

## 2. Blackbyres Road at entrance to small industrial estate near to railway bridge

## 3. Blackbyres Road at junction with Glasgow Road

## 4. Glasgow Road opposite Waulkmill Avenue

## 5. Tower Avenue at junction with Stewart Street

## 6. Waulkmill Ave at junction with Stewart Street

## 7. 74 Stewart Street on lamppost number R19

I can advise you that Police Scotland does not hold the above requested information. In terms of Section 17 of the Act, this letter represents a formal notice that information is not held.

To explain, these CCTV cameras are owned by East Renfrewshire Council.

To be of assistance I have provided a link below for their website.

[East Renfrewshire - East Renfrewshire Council](https://www.eastrenfrewshire.gov.uk/)

## Regarding each location in 1 – 7 above, provide a date when each CCTV location was initially installed.

## Provide Strathclyde Police/Police Scotland CCTV Code of Practice documentation to ensure:

## I. Clearly define the objectives of the deployment

## II. Outline the expected outcome

## III. Identify the personnel involved in carrying out the deployment, including the person in charge

## IV. Include communications arrangements surrounding the deployment

## V. Set out the handling arrangements of data captured as a result of the deployment

## VI. Outline contingency procedures

## VII. Confirm that any relevant authorisation has been obtained

## VIII. Review of results to ensure objectives have been achieved

## IX. Comply with Data Protection & Human Rights legislation

## Provide a costing for each CCTV installation.

## Provide evidence of the on-going running costs for maintenance and monitoring staffing costs annually of these CCTV locations.

## Provide the details and reasons why each of these locations had CCTV installed.

## Supply the agendas, minutes and submissions from all parties concerned or consulted with regarding all the meetings and/or consultations for each of the above locations CCTV installation.

## Provide all funding documentation regarding the installation of these CCTV units.

## Provide all documentation regarding the use/permission to use local authority land to site the CCTV poles and their power/data cabling.

## Provide planning applications for the installations of each CCTV and its posts and infrastructures.

## Supply evidence for each CCTV location above that the CCTV signs are displayed, that they are clearly visible and legible.

## Provide evidence that each sign has indicate the presence of CCTV monitoring, the 'ownership' of the System and a contact telephone number of the 'data controller' of the System. Confirming that all signs are compliant with the requirements of the Data Protection Act.

## Provide evidence of when and by what means that the Information Commissioner has been informed of each of the CCTV locations indicated above. If this has not been carried out, provide a full explanation of why this has not been done and indicate individuals responsible for this omission.

## Supply the last five years of Local Annual Report of Operators of Public Space CCTV systems.

## Provide evidence that all CCTV locations indicated in points 1 – 7 above have been suitably redacted when viewing residential gardens and property. Further provide evidence that during each CCTV cameras pan, tilt and zoom functions that suitable redaction of residentials area are maintained for privacy.

I can advise you that Police Scotland does not hold the above requested information. In terms of Section 17 of the Act, this letter represents a formal notice that information is not held.

To be of assistance I have included a link below to our Law Enforcement Privacy Notice.

<https://www.scotland.police.uk/access-to-information/data-protection/privacy-notice-law-enforcement/>

If you require any further assistance, please contact us quoting the reference above.

You can request a review of this response within the next 40 working days by [email](mailto:foi@scotland.police.uk) or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH). Requests must include the reason for your dissatisfaction.

If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - [online](http://www.itspublicknowledge.info/Appeal), by [email](mailto:enquiries@itspublicknowledge.info) or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).

Following an OSIC appeal, you can appeal to the Court of Session on a point of law only.

This response will be added to our [Disclosure Log](http://www.scotland.police.uk/access-to-information/freedom-of-information/disclosure-log) in seven days' time.

Every effort has been taken to ensure our response is as accessible as possible. If you require this response to be provided in an alternative format, please let us know.