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Freedom of Information Response
Our reference:  FOI 24-1447
Responded to:  xx June 2024


Your recent request for information is replicated below, together with our response.
I am writing to request the following information relating to the use of Retrospective Facial Recognition (RFR) & PND Facial Searching for shoplifting, as part of Project Pegasus/OPAL:
Facial recognition is a technology capable of matching a human face from a digital image or a video frame against a database of faces.  It works by analysing key facial features, generating a mathematical representation of these features, and then comparing them against the mathematical representation of known faces in a database generating possible matches. This is based on digital images (still or from live camera feeds).
Regarding policing, facial recognition is split into three main categories: -
Live Facial Recognition (LFR) – A real-time deployment of facial recognition technology, which compares a live camera feed(s) of faces against a predetermined watch list to locate persons of interest by generating an alert when a possible match is found.
Operator Initiated Facial Recognition (OIFR) - Takes an image of a particular person and uses it to either help establish who a person in the image is or to establish where a person has previously appeared in other media held by the police.  This differs from Live Facial Recognition in that the person/image to be searched is selected rather than the system searching all persons automatically.  This process is sometimes called near real-time facial recognition.
Retrospective Facial Recognition (RFR) – Retrospective facial recognition may be used after an event to help officers establish who a person is or whether their image matches against other media held on databases.

1. The number of RFR and/or PND Facial Recognition searches conducted by your force to attempt to identify people suspected of shoplifting as part of Project Pegasus/OPAL?
Project Pegasus is an action plan to tackle shoplifting which was launched in England and Wales.  Police Scotland is not part of this, and therefore has no recorded searches. On that basis section 17 of the Act applies and I can confirm that the information sought is not held by Police Scotland.
To be of assistance, further information is available via the link below:
Action plan to tackle shoplifting launched - GOV.UK (www.gov.uk)

2. The number of confirmed identifications of suspects made as a result of this.
Further to the response above, Police National Database (PND) facial matching does not identify a true or false positive and only a percentage of likelihood that the image used for comparison matches the image held on the PND Database, therefore we are unable to provide figures re volume of suspects identified where an RFR match was obtained.

3. The number of arrests made as a result of these confirmed identifications.
Retrospective Facial Recognition (RFR) is used as an investigative tool and any results obtained are used as part of the investigation.  
Moreover Police Scotland do not hold statistics on ‘arrests’ in general. 
To explain, Police in Scotland have the power to arrest an individual where there is sufficient evidence to support a charge against them - either for a common law offence or for a statutory offence where the statute empowers the police to arrest any person contravening its provisions.  
There are no mandatory recording processes in relation to arrests as not all offenders are routinely arrested when they commit offences and some may be subject of a report to the Procurator Fiscal without ever having been arrested.
Accordingly we are unable to provide figures re subsequent arrests where an RFR match was obtained and as such, in terms of Section 17 of the Freedom of Information (Scotland) Act 2002, this represents a notice that the information you seek is not held by Police Scotland.
4. A list of the reference databases used by your force for these searches.
Police Scotland uploads images to PND where a person has been charged with a common law crime or statutory offence in Scotland so that other UK forces can search the database to help identify and prosecute criminals. Images are retained in the Criminal History System (CHS) for Scotland where an offence was dealt with by a conviction at court or where a conviction by a court predates an image that was taken for subsequent offending. 
In the event there is no court conviction for the case an image was obtained for, or that predates the date a subsequent image was obtained, images are removed from the Criminal History System by Police Scotland which generates an automated update request for removal from PND.

If you require any further assistance please contact us quoting the reference above.
You can request a review of this response within the next 40 working days by email or by letter (Information Management - FOI, Police Scotland, Clyde Gateway, 2 French Street, Dalmarnock, G40 4EH).  Requests must include the reason for your dissatisfaction.
If you remain dissatisfied following our review response, you can appeal to the Office of the Scottish Information Commissioner (OSIC) within 6 months - online, by email or by letter (OSIC, Kinburn Castle, Doubledykes Road, St Andrews, KY16 9DS).
Following an OSIC appeal, you can appeal to the Court of Session on a point of law only. 
This response will be added to our Disclosure Log in seven days' time.
Every effort has been taken to ensure our response is as accessible as possible. If you require this response to be provided in an alternative format, please let us know.
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